
 
 

 
 

 

 

 

 

 

Модуль «Сервіс авторизації» 
Комп’ютерної системи «Ветконтроль»: 
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Терміни, скорочення та визначення понять 
При роботі з сервісом авторизації використовуються спеціальні терміни та 

скорочення. Їх визначення подано нижче у цьому пункті. 

Application Programm Interface (API) — набір визначень взаємодії різнотипного 

програмного забезпечення. 

Автентифікація – надання доступу в систему користувачу при успішному введені логіну 

та паролю. 

Інтегрована система електронної ідентифікації (ІСЕІ). 

Кваліфікований електронний підпис (КЕП) – вид електронного підпису, отриманого за 

результатом криптографічного перетворення набору електронних даних, який додається до 

цього набору або логічно з ним поєднується і дає змогу підтвердити його цілісність та 

ідентифікувати підписанта. Кваліфікований електронний підпис накладається за допомогою 

особистого ключа та перевіряється за допомогою відкритого ключа. 

Комп’ютерна система «Ветконтроль» (АС «Ветконтроль»). 

Користувач системи – особа, що авторизувалась у системі та отримала доступ до її 

функціоналу. 

Логін – ім’я користувача для доступу в систему. В якості логіна допустимим є тільки e-

mail користувача. 

Пароль – таємний код, який складає пару до логіну та призначений для доступу 

користувача в систему. 
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Вступ 
Модуль «Сервіс авторизації» є складовою частиною «Комп’ютерної системи 

«Ветконтроль»» (АС «Ветконтроль») та забезпечує авторизацію користувача в обраний спосіб. 

1. Запуск модулю «Сервіс авторизації» 
Щоб підключитися до модулю «Сервіс авторизації» необхідно ввести або скопіювати 

адресу, наприклад, https://auth-stage.dpss.com.ua в адресний рядок браузеру. 

Після виконання вказаної дії відкриється загальна сторінка АС «Ветконтроль» 

(Малюнок 1-a), на якій надається можливість ознайомитися з Інструкцією по авторизації та 

обрати зручний спосіб авторизації (з наданого переліку, який з часом буде розширено). 

Для доступу до інформації, яка зберігається у системі, та з метою фіксації дій, 

передбачено механізм автентифікації користувачів. Щоб підключитися до АС «Ветконтроль», 

користувач повинен авторизуватися за обраним способом авторизації. 

Для АС «Ветконтроль» немає значення спосіб авторизації, за допомогою якого 

користувач авторизувався та отримав доступ до системи. 

Авторизація користувача за логіном та паролем зазвичай буде заблокована, тому що 

всі користувачі повинні авторизуватися за допомогою id.gov.ua – універсальної платформи для 

електронної ідентифікації та автентифікації користувачів (ІСЕІ). 

ІСЕІ призначена для технологічного забезпечення зручної, доступної та безпечної 

електронної ідентифікації та автентифікації фізичних і юридичних осіб, підтримки її 

функціонування, сумісності та інтеграції схем електронної ідентифікації, їх взаємодії з 

інформаційними системами органів влади, фізичних та юридичних осіб, забезпечення захисту 

інформації та персональних даних на основі єдиних вимог, форматів, протоколів та 

класифікаторів. (Офіційна адреса ІСЕІ в мережі Інтернет – https://id.gov.ua.). 

На ICEI можна зручно, а головне, безпечно, пройти електронну ідентифікацію за 

допомогою електронних підписів (на файловому, хмарному чи інших захищених носіях), 

Дія.Підпис та BankID НБУ. 

На випадок, коли id.gov.ua може виявитися недоступною, адміністратор може 

підключитися до модулю «Сервісу авторизації» та зробити тимчасово доступним спосіб 

авторизації користувача за логіном та паролем. 

https://id.gov.ua/
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Малюнок 1-a. Загальна сторінка. 

2. Авторизація користувача за логіном та паролем 
Щоб підключитися до АС «Ветконтроль» за логіном та паролем, користувач повинен 

обрати відповідний спосіб авторизації (Малюнок 2-a). 

 
Малюнок 2-a. Обрання способу авторизації за логіном та паролем. 
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У вікні, яке з’явиться після виконання вказаних дій, користувач повинен ввести свій 

логін та пароль у відповідних полях (Малюнок 2-b). Далі натиснути кнопку , 

після чого з’явиться головне вікно АС «Ветконтроль» (Малюнок 2-c). 

 
Малюнок 2-b. Доступ до системи за логіном та паролем. 

 
Малюнок 2-c. Головне вікно АС «Ветконтроль». 

3. Авторизація користувача через довірений сервіс 
Щоб підключитися до АС «Ветконтроль» з використанням id.gov.ua, користувач 

повинен обрати відповідний спосіб авторизації (Малюнок 3-a). 
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Малюнок 3-a. Обрання способу авторизації через довірений сервіс (BankID, КЕП). 

Після виконання вказаної дії з’явиться головна сторінка «Інтегрованої системи 

електронної ідентифікації» (ІСЕІ), дивись Малюнок 3-b. 

 
Малюнок 3-b. Головна сторінка ІСЕІ. 

Щоб підключитися до АС «Ветконтроль» з використанням кваліфікованого 

електронного підпису (КЕП), користувач повинен виконати наступні дії: 

 обрати на головній сторінці ІСЕІ (Малюнок 3-b) пункт меню «Електронного підпису» 
(Малюнок 3-c); 
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 обрати файл, що містить особистий ключ (Малюнок 3-d); 
 ввести пароль до файлу ключа та натиснути кнопку «Продовжити» (Малюнок 3-e); 
 дати згоду на обробку персональних даних та натиснути кнопку «Продовжити» 

(Малюнок 3-f). 

 
Малюнок 3-c. Перехід за пунктом меню «Електронного підпису». 
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Малюнок 3-d. Вибір файлу з особистим ключем користувача. 

 
Малюнок 3-e. Введення паролю до файлу ключа. 
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Малюнок 3-f. Зчитування ключа. 

Після виконання вказаних дій та у разі отримання негативного результату перевірки 

коректності наданої інформації на предмет наявності у користувача прав доступу, з’явиться 

сторінка з повідомленням про помилку (Малюнок 3-g). 

 
Малюнок 3-g. Повідомлення про неуспішну авторизацію користувача з використанням КЕП. 

Після виконання вказаних дій по авторизації та отримання позитивного результату 

перевірки коректності наданої інформації, з’явиться вікно з переліком доступних 

користувачеві ІС, в якому необхідно обрати відповідну систему. 


